The US Federal Sentencing Guidelines describe the elements considered when determining whether an organization has an effective compliance program: “an organization shall (1) exercise due diligence to prevent and detect criminal conduct and (2) otherwise promote an organizational culture that encourages ethical conduct and a commitment to compliance with the law.” The minimum elements required to demonstrate these points are as follows.

<table>
<thead>
<tr>
<th>DUKE UNIVERSITY COMPLIANCE PROGRAM STANDARD</th>
<th>GOVERNANCE</th>
<th>PROGRAM DEVELOPMENT and OVERSIGHT</th>
<th>RISK OWNERSHIP</th>
<th>AUDIT</th>
</tr>
</thead>
<tbody>
<tr>
<td>Audit, Risk and Compliance Committee (ARCC)</td>
<td>Risk and Compliance Steering Committee (RCSC)</td>
<td>Overall - Duke University Compliance Program and Duke University Health System (DUHS) Compliance Office</td>
<td>Senior Leadership and Operational Management</td>
<td>Compliance Liaisons</td>
</tr>
<tr>
<td><strong>STANDARD 1:</strong></td>
<td></td>
<td></td>
<td>Manage operations in accordance with approved policies and procedures. Implement operational controls to support compliance.</td>
<td></td>
</tr>
<tr>
<td>Establishment of standards and procedures to prevent and detect criminal conduct.</td>
<td>Review and approve major compliance policies.</td>
<td>Review and approve major compliance policies.</td>
<td>Provide policy and procedural guidance to liaisons. Provide recommendations to RCSC and ARCC related to major policies.</td>
<td>Develop and implement policies and procedures related to assigned compliance risks.</td>
</tr>
<tr>
<td></td>
<td>Review reports of compliance activities to evaluate adequacy of standards and procedures.</td>
<td>Review reports of compliance activities to evaluate adequacy of standards and procedures.</td>
<td>Provide guidance to liaisons on key elements to be included in risk assessments, development of monitoring plans and respond to non-compliant behavior. Provide guidance on controls and processes to address identified risks when appropriate.</td>
<td>Ensure appropriate processes are in place to manage compliance risks.</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td>Demonstrate that mechanisms are in place to identify problem areas and to prevent, detect and correct non-compliant behavior. Assist management in ensuring appropriate processes are in place to address compliance risks.</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td>Provide guidance to management on appropriate controls and processes to address identified risks. Audit defined processes, where appropriate, to assess operational adequacy of compliance controls and procedures, and to assess compliance with regulatory requirements.</td>
</tr>
<tr>
<td><strong>STANDARD 2A:</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Governing authority to have knowledge of program content and operations, and oversight of program implementation and effectiveness.</td>
<td>Approve Duke University Compliance Program structure and management. Ensure adequacy of resources to implement program.</td>
<td>Provide internal leadership to Duke University Compliance Program and report to ARCC.</td>
<td>Review annual compliance plan. Prepare annual goals and objectives. Review liaison reports to assess program effectiveness. Review liaison reports to assess program effectiveness.</td>
<td>Access to governing authority through senior management and the Compliance Program.</td>
</tr>
<tr>
<td></td>
<td>Approve significant compliance policies. Review and approve annual compliance plan. Review periodic reports to assess implementation and efficacy of Duke University Compliance Program.</td>
<td>Prepare and submit annual compliance plan. Prepare annual goals and objectives. Review liaison reports to assess program effectiveness.</td>
<td>Ensure significant compliance issues are communicated to senior leadership, counsel, and all compliance offices in accordance with Notification Policy.</td>
<td>Ensure significant compliance issues are communicated to senior leadership, counsel, and all compliance offices in accordance with Notification Policy.</td>
</tr>
<tr>
<td></td>
<td>Approve significant compliance policies. Review and approve annual compliance plan. Review periodic reports to assess implementation and efficacy of Duke University Compliance Program.</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
The US Federal Sentencing Guidelines describe the elements considered when determining whether an organization has an effective compliance program: “an organization shall (1) exercise due diligence to prevent and detect criminal conduct and (2) otherwise promote an organizational culture that encourages ethical conduct and a commitment to compliance with the law.” The minimum elements required to demonstrate these points are as follows:

### DUKE UNIVERSITY COMPLIANCE PROGRAM STANDARD

<table>
<thead>
<tr>
<th>GOVERNANCE</th>
<th>PROGRAM DEVELOPMENT and OVERSIGHT</th>
<th>RISK OWNERSHIP</th>
<th>AUDIT</th>
</tr>
</thead>
<tbody>
<tr>
<td>Audit, Risk and Compliance Committee (ARCC)</td>
<td>Overall - Duke University Compliance Program and Duke University Health System (DUHS) Compliance Office</td>
<td>Senior Leadership and Operational Management</td>
<td>Office of Audit, Risk and Compliance and DUHS Compliance Office</td>
</tr>
</tbody>
</table>

#### STANDARD 2B:

High-level personnel shall ensure an effective program; specific individual(s) within high-level personnel shall be assigned overall responsibility for the program.

- Approve Duke University Compliance Program structure and management.
- The RCSC has the overall responsibility for the design and effectiveness of the Duke University Compliance Program.
- The Duke University Compliance Program serves as the operational management arm of the program reporting to the RCSC.

<table>
<thead>
<tr>
<th>GOVERNANCE</th>
<th>PROGRAM DEVELOPMENT and OVERSIGHT</th>
<th>RISK OWNERSHIP</th>
<th>AUDIT</th>
</tr>
</thead>
<tbody>
<tr>
<td>Audit, Risk and Compliance Committee (ARCC)</td>
<td>Overall - Duke University Compliance Program and Duke University Health System (DUHS) Compliance Office</td>
<td>Senior Leadership and Operational Management</td>
<td>Office of Audit, Risk and Compliance and DUHS Compliance Office</td>
</tr>
</tbody>
</table>

#### STANDARD 2C:

Specific individual(s) within the organization shall be delegated day to day operational responsibility for the Duke University Compliance Program. To carry out such responsibility, such individual(s) shall be given adequate resources, appropriate authority and direct access to governing authority.

- Approve Duke University Compliance Program structure and management. Ensure individuals assigned responsibility for the program have adequate institutional authority to implement program.
- Ensure adequacy of resources to implement budget through budget review and approval.
- Ensure appropriate access and communications between ARCC, senior leadership and the individuals assigned responsibility for the Duke University Compliance Program.
- Ensure significant compliance issues are communicated to the board, the ARCC and Duke internal audiences as appropriate.
- Submit periodic reports on key compliance risk areas to senior leadership and the ARCC. Ensure significant compliance issues are communicated to senior leadership, counsel and all compliance offices in accordance with Notification Policy.

<table>
<thead>
<tr>
<th>GOVERNANCE</th>
<th>PROGRAM DEVELOPMENT and OVERSIGHT</th>
<th>RISK OWNERSHIP</th>
<th>AUDIT</th>
</tr>
</thead>
<tbody>
<tr>
<td>Audit, Risk and Compliance Committee (ARCC)</td>
<td>Overall - Duke University Compliance Program and Duke University Health System (DUHS) Compliance Office</td>
<td>Senior Leadership and Operational Management</td>
<td>Office of Audit, Risk and Compliance and DUHS Compliance Office</td>
</tr>
</tbody>
</table>

Where appropriate, ensure compliance liaisons have sufficient scope of authority to carry out compliance responsibilities.

Where appropriate, ensure compliance liaisons have sufficient resources to support compliance activities.

Where appropriate, ensure compliance liaisons have sufficient scope of authority to carry out compliance responsibilities.

Where appropriate, ensure compliance liaisons have sufficient resources to support compliance activities.

Develop and maintain compliance plans for assigned areas.

Develop and maintain compliance plans for assigned risks.

Develop and maintain compliance plans for assigned risks.

Develop and maintain compliance plans for assigned areas and submit budget needs to support plans.

Assess budget needs related to compliance and submit appropriate budgets for review and approval.

Submit periodic reports on key compliance risk areas to senior leadership and the ARCC. Ensure significant compliance issues are communicated to senior leadership, counsel, and all compliance offices in accordance with Notification Policy.

Submit periodic reports on key compliance risk areas to senior leadership and the ARCC. Ensure significant compliance issues are communicated to senior leadership, counsel, and all compliance offices in accordance with Notification Policy.

Submit periodic reports on key compliance risk areas to senior leadership and the ARCC. Ensure significant compliance issues are communicated to senior leadership, counsel, and all compliance offices in accordance with Notification Policy.
The US Federal Sentencing Guidelines describe the elements considered when determining whether an organization has an effective compliance program: “an organization shall (1) exercise due diligence to prevent and detect criminal conduct and (2) otherwise promote an organizational culture that encourages ethical conduct and a commitment to compliance with the law.” The minimum elements required to demonstrate these points are as follows.

### DUKE UNIVERSITY COMPLIANCE PROGRAM STANDARD

<table>
<thead>
<tr>
<th>GOVERNANCE</th>
<th>PROGRAM DEVELOPMENT and OVERTSIGHT</th>
<th>RISK OWNERSHIP</th>
<th>AUDIT</th>
</tr>
</thead>
<tbody>
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<td>Audit, Risk and Compliance Committee (ARCC)</td>
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</tr>
</tbody>
</table>

**STANDARD 3:**
Identification of individual and operational responsibilities, including due diligence in delegating substantial discretionary authority. 

- Approve RCSC membership.
- Approve Duke University Compliance Program structure and management.
- Approve Duke University Compliance Program structure and management.
- Approve compliance risk ownership to senior leadership (President, Chancellor, Executive Vice President, Provost). Approve assignment of compliance liaisons. Approve screening programs.
- Maintain inventory of compliance risk ownership and liaison assignments. Review institutional screening programs to detect illegal and unethical acts. Ensure conflict of interest disclosures are being managed and monitored appropriately.
- Follow policies related to screening, conflicts of interest and appropriate delegation of authority.
- Identify operational owners of assigned compliance risks.
- Provide guidance to management on appropriate controls and processes to address identified risks. Audit defined processes, where appropriate, to assess operational adequacy of compliance controls and procedures and to assess compliance with regulatory requirements.

**STANDARD 4A:**
Communicate standards, procedures and other aspects of the program through training and other methods of dissemination.

- Ensure appropriate training and communications are in place.
- Ensure appropriate training and communications are in place.
- Provide training, communications and guidance related to overall compliance and selected institutional compliance risk areas.
- Ensure operational units have access to and are held responsible for receiving compliance training where appropriate.
- Provide training, communications and guidance related to assigned compliance risk areas.
- Provide training, communications and guidance related to selected compliance risk areas.

**STANDARD 4B:**
Appropriate groups to be addressed in communications are the governing authority, high-level personnel, employees and agents of the organization.

- Review periodic reports by the Duke University Compliance Program, audit and management in key compliance areas. The Duke University Compliance Program provides background to new ARCC members.
- Ensure operational units have access to and are held responsible for receiving compliance training where appropriate.
- Review training and communication plans related to subject specific compliance areas. Monitor mandatory training compliance where appropriate.
- Ensure operational units have access to and are held responsible for receiving compliance training where appropriate.
- Provide training, communications and guidance related to assigned compliance risk areas. Monitor compliance with mandatory training requirements.
- Monitor mandatory training compliance where appropriate.
The US Federal Sentencing Guidelines describe the elements considered when determining whether an organization has an effective compliance program: “an organization shall (1) exercise due diligence to prevent and detect criminal conduct and (2) otherwise promote an organizational culture that encourages ethical conduct and a commitment to compliance with the law.” The minimum elements required to demonstrate these points are as follows:

<table>
<thead>
<tr>
<th>DUKE UNIVERSITY COMPLIANCE PROGRAM STANDARD</th>
<th>GOVERNANCE</th>
<th>PROGRAM DEVELOPMENT and OVERSIGHT</th>
<th>RISK OWNERSHIP</th>
<th>AUDIT</th>
</tr>
</thead>
<tbody>
<tr>
<td>STANDARDS:</td>
<td>Audit, Risk and Compliance Committee (ARCC)</td>
<td>Overall - Duke University Compliance Program and Duke University Health System (DUHS) Compliance Office</td>
<td>Senior Leadership and Operational Management</td>
<td>Office of Audit, Risk and Compliance and DUHS Compliance Office</td>
</tr>
</tbody>
</table>

**STANDARD 5A:**
- Ensure program compliance through monitoring and auditing.
  - Review summaries of risk-based monitoring and auditing activities presented at each ARCC meeting.
  - Review reports and summaries of risk-based monitoring and auditing activities and action plans.
  - Review liaison reports and summarize for RCSC and ARCC. Provide training to liaisons on risk assessments and key monitoring issues. Review and assess action plans related to monitoring results. Review selected monitoring activities each year that have no reporting requirement.
  - Implement operational changes, as appropriate, to address monitoring and audit findings.
  - Develop and implement risk-based monitoring plans for assigned compliance areas. Report monitoring findings to management and the Duke University Compliance Program in accordance with assigned risk levels and Notification Policy. Develop action plans to address findings where appropriate.
  - Provide guidance to management on appropriate controls and processes to address identified risks. Audit defined processes, where appropriate, to assess operational adequacy of compliance controls and procedures and to assess compliance with regulatory requirements.

**STANDARD 5B:**
- Periodically evaluate the effectiveness of the program, including a risk assessment process.
  - Review periodic reports to ensure reasonable efficacy of program related to institutional compliance risk areas.
  - Review periodic reports to ensure reasonable efficacy of program related to institutional compliance risk areas.
  - Use monitoring results and other risk information to assess compliance processes and program effectiveness.
  - Communicate issues related to compliance risks encountered in operations.
  - Use monitoring results and other risk information to improve compliance processes.
  - Submit periodic reports on key compliance risk areas to senior leadership and the ARCC.
  - Review risk assessment process and approve annual recommendations of institutional compliance risks.
  - Review risk assessment process and approve annual recommendations of institutional compliance risks.
  - In coordination with the other compliance officers, develop recommendations for approval of institutional and highly ranked compliance risks based on liaison risk assessments and results of monitoring and auditing. Submit recommendations to RCSC and ARCC for review and approval.
  - Report, as appropriate, on management responses to key compliance risks. When appropriate, review and/or approve individual liaison risk assessments.
  - Perform risk assessments, including ranking of the impact and probability of non-compliance, for areas of assigned risk. Submit inventory updates, rankings and compliance plans to the Duke University Compliance Program. Such rankings will occur as part of the annual Duke University Compliance Program inventory process and whenever significant changes to risk are identified.
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## DUKE UNIVERSITY COMPLIANCE PROGRAM STANDARD

<table>
<thead>
<tr>
<th>GOVERNANCE</th>
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</tr>
</thead>
<tbody>
<tr>
<td>Audit, Risk and Compliance Committee (ARCC)</td>
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<td>Senior Leadership and Operational Management</td>
<td>Office of Audit, Risk and Compliance and DUHS Compliance Office</td>
</tr>
</tbody>
</table>

### STANDARD 5C:

- Have and publicize a system for employees and agents to seek guidance or report potential or actual non-compliance without fear of retaliation.
- Ensure adequate resources are available for identification and investigation of questions, concerns and reports of non-compliance.
- Ensure adequate resources are available for identification and investigation of questions, concerns and reports of non-compliance.
- Promote and manage Compliance and Fraud Hotline. Ensure compliance with Duke non-retaliation policy. Provide easy access, through a web portal, to Duke compliance resources. Facilitate access to subject-specific compliance resources.
- Ensure all management staff are educated on accessing compliance resources available. Ensure Duke non-retaliation policy is followed and enforced by all levels of management.
- Provide easy access to subject-specific compliance resources. Ensure appropriate management of compliance reports made to specific areas and notify appropriate management and Compliance Offices.
- Provide follow-up on hotline calls as appropriate.

### STANDARD 6:

- Program shall be promoted and enforced consistently throughout the organization, including appropriate incentives for compliance and appropriate disciplinary measures for non-compliance.
- Review and approve major compliance policies.
- Ensure staff and managers are held accountable for following policies related to compliance. Ensure appropriate disciplinary actions are followed.
- Ensure staff and managers are held accountable for following policies related to compliance. Ensure appropriate disciplinary actions are followed.
- Develop and promote subject-specific issues consistent with Duke policies.
- Provide guidance to management on appropriate controls and processes to address identified risks. Audit defined processes, where appropriate, to assess operational adequacy of compliance controls and procedures.

### STANDARD 7:

- When non-compliance occurs, the organization must take reasonable steps to respond appropriately including steps to remedy harm and to act to prevent further similar conduct.
- Review reports and plans related to incidents of significant non-compliance.
- Approve Notification Policy defining key players and processes to be used for investigations of non-compliance. Approve, where appropriate, remediation plan and process or policy changes.
- Assess incidents and the associated plans to ensure appropriate corrective and remediation actions are taken. Track incidents and reports resulting from the Notification Policy.
- Implement operational changes, as appropriate, to address monitoring and audit findings.
- Assess incidents and the associated plans to ensure appropriate actions are taken. Forward information to management and compliance in accordance with the Notification Policy.
- Audit defined processes, where appropriate, to assess potential areas of weakness leading to non-compliance. Provide guidance on policy issues and, where appropriate, monitor to ensure appropriate corrective and remediation actions have been taken.